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Abstract of the contribution: Evaluates the solutions proposed for KI#3 and proposes a way forward.
1 Background
Based on discussions during the SA2#122 meeting it was concluded that the following overall evaluation and conclusion would be possible to make. 
2 Proposal

It is proposed to include the following changes to TR 23.733
* * * Start of changes * * * *

7
Overall evaluation

Editor's note:
This clause will contain the evaluation of the identified solutions for every key issue.
7.X
Key Issue #3

For this key issue there are currently three different solutions (Solution 6.3.1,6.3.2 and clause 6.1.X.1.3.3 in 6.1.X). Both are based on the legacy Service Request procedure specified in clause 5.3.4 in TS23.401 [4], the only difference is that the RAN specified (in TR36.746 [3]) L2-relay functionality is used to forward the signalling and user data between the eRemote-UE and the network. The main differences between the two solutions are:

-
Solution 6.3.1: For setting up the PC5 communication the legacy ProSe procedure for one-to-one communication is reused, with the change of new message types (In)direct Communication request/response, to indicate to the eRelay-UE that the one-to-one communication is for indirect communication.
-
Solution 6.3.2: For setting up the PC5 communication this solution is uses the new solutions in clause 6.1.3, 6.2.1 and 6.1.4B and sharing the eRelay-UE’s C-RNTI and ECGI with the eRemote-UE. Furthermore the solution is only for devices that have established a mutual trust relationship, since restricted discovery is required.
-
Solution in clause 6.1.X.1.3.3 in 6.1.X: For setting up the PC5 communication the legacy ProSe procedure for one-to-one communication is reused with the additional assumption that mutual authentication on PC5 can be achieved by using security keys shared (e.g. preconfigured certificates, pre-shared with user interaction) between the eRemote-UE and eRelay-UE.
Brief evaluation

· Solution 6.3.1 has minimum impact compared to legacy TS23:401 and TS23:303 and can work for both open and restricted discovery
· The sharing of identities in solution 6.3.2 creates some complexity compared to the legacy setup of the PC5 one-to-one communication. Furthermore the solution is limited to devices that have mutual trust relationship. 
· Since the solution in clause 6.1.X.1.3.3 in 6.1.X assumes that mutual authentication on PC5 can be achieved by using security keys shared (e.g. preconfigured certificates, pre-shared with user interaction) between the eRemote-UE and eRelay-UE, then this means that the eRemote-UE and eRelay-UE must have a mutual trust relationship.




* * * End of changes * * * *
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